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Burckhardt AG deals with the process of filing last wills. Our 
task is to find a solution using a blockchain application to make 

the process more straightforward and secure.
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5Traditional will

Will maker

Notary

Lawyers Doctors

Authorities

Witnesses1

2

3

Legal validity: original 

paper will required

Handwritten will 

and notarized will

Newer wills overwrite old ones



6Legal limitations

Paper will required Multiple wills



7Cases

Case 1

1

2

3

Compliant with current law

Proof of Existence

Proof of Authenticity

1

2

3

Requires legal changes

Ecosystem with defined

roles for all stakeholders

Genuine information about

will maker’s passing

1

2

3

Hypothetical: Tokenized assets

Interoperability

ERC20 & ERC721

Automatic on-chain

asset distribution

Tamperproof record Strong legal validity

Safekeeping & Autoreveal

Inheritance of 

tokenized assets

Time stamping &

history of wills

Additional security features

Smart contract wallet

Case 2 Case 3



8Case 1: Procedure

Will maker writes 

handwritten will

Digitization to Will.jpg 

& hashing

Store hash on 

blockchain

VerificationStore handwritten

will and will.jpg

1 2 3 4 5









12Case 2: Legal limitations

Blockchain secured
digital wills

Opt-out



13Case 2: Ecosystem

Will maker

Custodian

Authorities Guardian

Doctor

Notary



14Case 2: Procedure

1

2

3

4

6

Creation of will

Encryption of will

Digital fingerprint on blockchain

Approval: KYC, medical, guardian

Additional security features

5

Distribution of will to stakeholders

Autoreveal: 

Decryption of will after passing



15

Proof of Life Key Loss 
Protection

Genuine 

Information 

Propagation

Case 2: Additional security features



16Case 2: Proof of Life

Notification each 180 days

Extend Proof of Life transaction

Will maker alive



17Case 2: Key Loss Protection

Private keys lost Stakeholder notification Will is revoked

Revoke request Confirmation: 2 out of 3



18Case 2: Genuine Information Propagation

Proof of Life expired

Death claim (anyone)

Fee: 0.1 ETH 

Timelock period: 30 days No Proof of Life message

2 out of 3 stakeholders

approve / no interaction

Honest claim: 0.5 ETH

Penalty: -0.1 ETH



19Case 2: Autoreveal

Passing confirmed

Custodian notification

Secret: 5 day delivery period
No delivery: Deposit slashed

Delivery: Reward paid

Fallback option: 

Notary, doctor and guardian

Decryption by heirs and authorities









23Add-on: Case 3 - Tokenized Assets

Case 2 as basis

- Proof of Life

- Key Loss Protection

- Genuine Information Propagation

Vision for the future

- Tokenized Assets as ERC20, ERC721, ERC1155

- No keys → Lost assets

Automatic asset distribution

requires genuine information

Solution

- Smart contract wallet

- Distribution table

- Automatic distribution to heirs



24Advantages

Case 1
Compliant with current law

Proof of Existence

Proof of Authenticity

History of wills

Requires legal changes

High legal security

Case 2

Definitive history of all wills

No physical paper will required

High redundancy and 

security, confidentiality

Automatic revelation

All advantages of case 1

Hypothetical: Tokenized assets

Case 3

Automatic distribution of 

on-chain assets

All advantages of case 2
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Clickable Demo


